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Fetch Rewards saves 
over $750k annually on 
fraud with Protect360
Real-time and post-attribution fraud 
detection from AppsFlyer allowed Fetch 
Rewards to run user acquisition 
campaigns at scale without fear of 
malicious actors 

BACKGROUND
Fetch Rewards is a mobile shopping plat-
form that rewards shoppers for buying the 
brands they love. The Fetch Rewards app 
gives users the easiest way to save on every-
day purchases by simply scanning their 
receipt. For their brand partners, the plat-
form allows them to understand a 360- 
degree view of shopping habits, and to 
meaningfully reward a customer's individu-
al loyalty.

Shopping apps are already at a higher than 
average risk of fraud - with a 46% fraud rate 
compared to a 22% fraud rate across all app 
types. The shopping category sees nearly $1 
billion in financial exposure to install fraud 
every year, second only to finance. 

The Fetch Rewards UA Team focused the 
majority of their spend on top-of-the-funnel 
activities.

$750k
in fraud savings

160k
blocked fraudulent 

in-app events

480k
blocked fraudulent installs

CASE
STUDY



The key to Fetch Rewards’ success depend-
ed on driving enough users to integrate the 
app into their purchasing behavior in order 
to become “qualified” - defined as a user 
who scanned more than one receipt more 
than once per month. The team found that 
too many users were becoming disqualified 
after their initial app download. To realize a 
viable number of qualified users with the 
drop-off rate they were seeing required 
running campaigns on a large scale. 

CHALLENGE
Although Fetch Rewards recognized that  
large media partners drove a high volume 
of traffic, they didn’t want to put all of their 
eggs in one basket. Instead, they embraced 
a diverse campaign strategy, which 
included programmatic, affiliate, content, 
and influencer campaigns. This strategy 
provided Fetch Rewards with the volume 
they needed to be successful at scale, but 
left them exposed to ad fraud.

Fetch Rewards’ previous attribution provid-
er did not sufficiently protect them from 
fraud. The team was running reactively. If 
they noticed a spike in overall fraudulent 
activity, their only recourse was to reach out 
to every one of their network partners and 
hope that one raised their hand to claim the 
fraud. This was not a scalable solution. 
Fraud was eating at Fetch Rewards’ adver-
tising budget, polluting their data, and 
wasting time that they didn’t have. 

“Diversifying gave us more exposure to a high volume of installs, but at 
that scale it became difficult to tell what was a true install, and what 
was actually going to impact the business.”

Krishnan Menon, VP Growth Marketing 



Krishnan Menon, VP Growth Marketing 

SOLUTION
Protect360’s real-time and post-attribution 
fraud detection ensured Fetch Rewards only 
paid for legitimate installs. Protect360’s 
custom Click-to-Install Times (CTIT) setup 
meant that the fraud detection rules could 
be configured to reflect their app’s unique 
exact time-to-download and install require-
ments, providing protection against even 
the most sophisticated fraudulent bot 
behavior. 

Perhaps more importantly, the Fetch 
Rewards team not only benefitted from full 
insights into blocked installs and fraud 
savings through their AppsFlyer dashboard, 
they were also able to proactively communi-
cate this with their network partners. 
Real-time reports were shared directly with 
all of Fetch Rewards’ network partners, 
acting as a trusted source of truth for all 
parties. This increased transparency was a 
game changer when it came to taking joint 
action against fraud, from removing 
fraudulent actors to processing refunds for 
affected traffic. 

“We can now proactively ensure everyone is referencing the same informa-
tion, allowing us to run campaigns at scale without fear of fraud.”



Krishnan Menon, VP Growth Marketing 

IMPACT
In 12 months Protect360 saved Fetch Rewards more than $750,000 in fraud, $590,000 in real-
time fraud savings and $175,000 in post-attribution fraud savings. During that same period 
they saw a total of 330,000 blocked fraudulent installs, 150,000 blocked post-attribution 
fraudulent installs, and 160,000 blocked fraudulent in-app events.

“Having the peace of mind Protect360 provides is worth its weight in 
gold.”




